
PRIVACY POLICY
This Privacy Policy describes how your personal informa�on is collected, used, processed and shared
when you visit or use our services from h�ps://oone.world (the “Site”) or the OOne Drive App (the
“App”).

At all �mes, we strive to uphold the privacy of individuals and abides by the laws, principles and
regula�ons of the Federa�on of Saint Christopher and Nevis. ‘OONE’ refers to the operators of the
domain oone.world or the App, as well as to any services or products offered by or in connec�on to the
operators of that domain and applica�on, or any associated applica�ons or services.

The OONE DRIVE LLC is a Nevis Limited Liability Company (registra�on number L 22814) (herea�er
referred to as the “OONE DRIVE”, “we” or “us” as the context may require).

This Privacy Policy applies to the OOne Drive mobile applica�on (the “OONE DRIVE APP”), any website
operated by the OONE DRIVE (the “OONE DRIVE WEBSITE(S)”) and the services we provide that are
accessible via any of them (the “Services”).

This Privacy Policy sets out the basis on which any personal data we collect from you, or that you
provide to us, will be stored and processed by us. Please note that you must be aged 16 years or older to
use the Services. Please do not use the Services or provide us with any personal informa�on if you are
under 16 years of age.

If you disagree with or are not comfortable with any aspect of OONE DRIVE’s Privacy Policy, you should
immediately cease the use of OONE DRIVE’s services.

INFORMATIONWE MAY COLLECT FROM YOU

OONE DRIVE only collects informa�on that is vital to the provision of our services.

When you visit the Site or the App, we automa�cally collect certain informa�on about your device,
including informa�on about your web browser, IP address, �me zone, and some of the cookies that are
installed on your device. When you access the Site or the App through a mobile device, we automa�cally
collect certain informa�on about your device, including the type of mobile device you use, mobile
device unique ID, IP Address, opera�ng system, type of mobile internet browser and some of the cookies
that are installed on your device.

Addi�onally, as you browse the Site or App, we collect informa�on about the individual web pages or
products that you view, what websites or search terms referred you to the Site, and informa�on about
how you interact with the Site. We refer to this automa�cally collected informa�on as “Device
Informa�on”. We collect Device Informa�on using the following technologies:

- “Cookies” are data files that are placed on your device or computer and o�en include an
anonymous unique iden�fier. For more informa�on about cookies, and how to disable cookies, visit
h�ps://www.allaboutcookies.org. You can instruct your browser to refuse all cookies or to indicate
when a cookie is being sent. However, if you do not accept cookies, you may not be able to use some
por�ons of our Site or App.

- “Log files” track ac�ons occurring on the Site or the App, and collect data including your IP address,
browser type, Internet service provider, referring/exit pages, and date/�me stamps.

- “Web beacons” “tags” and “pixels” are electronic files used to record informa�on about how you
browse the Site or the App.

From �me to �me, we may collect or ask you to provide personal informa�on including (without
limita�on) the following: your name, residency, na�onality, billing address, payment informa�on

https://oone.world/
http://www.allaboutcookies.org/


(including credit card numbers or wallet addresses), mobile phone number, email address, password, IP
address, unique device iden�fiers and other iden�fica�on creden�als, biographical details, photographs
and/or payment informa�on. We refer to this informa�on as “Order Informa�on”.

Furthermore, with your consent, we will collect informa�on about your loca�on and drives in order for
the App to func�on properly. Furthermore, said loca�on and/or drive data will be stored on your device
while using the App and, once verified, we will not retain and/or process said informa�on in any
capacity. You may turn loca�on and/or drive monitoring on and off from �me to �me using the se�ngs
of your opera�ng system of your device but, if you disable this func�onality, we will not be able to
collect the necessary informa�on which will prevent tracking and/or conversion of your drive into
rewards. We refer to this informa�on as “Loca�on Data or Drive Data”.

We work with third par�es from �me to �me (including, for example, business partners, sub-contractors
in technical, payment and delivery services, adver�sing networks, analy�cs providers, search
informa�on providers and credit reference agencies) who may provide to us informa�on about you. This
may include your purchase history from business partners who supply you with rewards made available
via the Apps.

USES MADE OF YOUR PERSONAL DATA

We use the Personal Informa�on that we collect to provide and maintain our services and to fulfill any
transac�ons placed through the Site or the App. Addi�onally, we use this Personal Informa�on to:

- communicate with you and no�fy you about changes to our services;

- re-contact with you if we have not heard from you in a while;

- allow you to par�cipate in interac�ve features of our services;

- provide you with informa�on or adver�sing rela�ng to our own and our partner’s services (when in
line with the preferences you have shared with us).

- permit you to par�cipate in social sharing,

- including live social media feeds;

- provide customer care and support;

- provide analysis or valuable informa�on to improve our services;

- detect, prevent and address technical issues;

and screen our services for poten�al risk or fraud.

PROTECTION OF YOUR INFORMATION

We consider our user privacy to be of great importance. That is why we have implemented mul�ple
security measures to ensure that client data is secure, free from unauthorized access, altera�on,
disclosure, and destruc�on.

For example, we implement the following security measures:

Security procedures within our offices;

IT security procedures including password protec�on, site monitoring, firewalls; and



Mandatory confiden�ality guides for all staff within the business.

However, despite the measures we have in place, data protec�on is never completely secure. We
cannot guarantee the security of your personal informa�on.

THIRD PARTY DISCLOSURE

We do not sell, trade, or otherwise transfer to outside par�es your personally iden�fiable informa�on
unless we provide users with advance no�ce and obtain their consent. This does not include website
hos�ng partners and other par�es who assist us in opera�ng our website, conduc�ng our business, or
serving our users. In addi�on, we may use third-party service providers to monitor and analyze the use
of our services. These third par�es may have access to your Personal Informa�on only to perform these
tasks on our behalf and are obligated not to disclose or use it for any other purposes.

We may also release Personal Informa�on, within the given legal boundaries, when its release is
appropriate to enforce our site and app policies, or protect ours or others’ rights, property, or safety.
Finally, we may also share your Personal Informa�on to comply with applicable laws and regula�ons, to
respond to a subpoena, search warrant or other lawful request for informa�on we receive, or to
otherwise protect our rights.

Non-personally iden�fiable informa�on may, within the given legal boundaries, be provided to other
par�es for marke�ng, adver�sing, or other uses. We will not disclose such informa�on to third par�es if
we have received and processed a request from you not to do so. To submit such a request, please
contact us in accordance with the “Contact Us” sec�on below.

DATA ON THE BLOCKCHAIN

In order to provide the Service, the min�ng requires certain data to be included in the data shown on
the blockchain at the �me it is minted. We take steps to anonymize that data and no contact details or
other personal informa�on iden�fying you is included in that informa�on. The informa�on following is
included:

The number of verified steps taken that caused the min�ng transac�on to occur;

The amount of coin received by the recipient as a result of the min�ng transac�on caused by those
verified steps;

The date and �me on which those verified steps were converted into coin by the min�ng transac�on
(but not the date and �me on which those steps were actually taken);

The public key (unique, anonymous crypto reference) of the Wallet that received the coin at the min�ng
transac�on.

Although this data is anonymous, your public key could be used to personally iden�fy you if you provide
it to a third party as any third party can read the informa�on included in the blockchain. Neither the we
nor any of our affiliates control the blockchain. You should therefore assume that this data will be
available publicly in perpetuity. You should therefore either avoid using the Service or avoid sharing
your public key if you do not wish for people to link this informa�on with you personally.

You may opt out of this informa�on being included in the blockchain but in order for you to con�nue
receiving coin you must give and maintain your consent to us and our affiliates processing your data in
accordance with this policy. The data rela�ng to those shall remain on the blockchain indefinitely.



DO NOT TRACK

Please note that we do not alter our Site’s and App’s data collec�on and prac�ces when we see a “Do
Not Track” signal from your browser. Do Not Track (DNT) is a privacy preference you can set in most
browsers. There is no standard interpreta�on or prac�ce for responding to DNT signals, so we handle all
user informa�on consistent with this privacy policy. For more details, you can visit
www.allaboutdnt.com.

THIRD PARTY SITES AND INTEGRATIONS

Our Site or App and the services provided within them may contain links to other sites that are not
operated by us. If you click on a third party link, you will be redirected to that third party’s site. We
strongly advise you to review the privacy policy of every site you visit. We have no control over and
assume no responsibility for the content, privacy policies or prac�ces of any third party sites or services.

CHILDREN’S RESRTICTION

Our Site or App (and any related services) do not address anyone under the age of 18 (“children”). We
do not knowingly collect personally iden�fiable informa�on from anyone under the age of 18. If you are
a parent or guardian and you are aware that your children have provided us with Personal Informa�on,
please contact us in accordance with the “Contact us” sec�on below. If we become aware of the fact
that we have collected Personal Informa�on from children, we take steps to remove that Personal
Informa�on from our servers.

PROTECTION OF YOUR PERSONAL INFORMATION

Our Site and App are scanned on a regular basis for security holes and known vulnerabili�es in order to
make your visit as safe as possible and reduce the risk of loss, misuse, unauthorized access, disclosure or
modifica�on of your Personal Informa�on. Unfortunately, no (digital) system or network can be
guaranteed to be 100% secure. If you have reason to believe that your interac�on with us is no longer
secure, please immediately no�fy us in accordance with the “Contact us” sec�on below.

YOUR RIGHTS

When it comes to your rights, we want to make sure you have everything you need to make informed
decisions.

You have the right to

(i) know how your personal informa�on is used,
(ii) (ii) access, request and receive the personal informa�on we have collected,
(iii) (iii) Object to having your data sold or shared, and
(iv) (iv) request that we correct, update or delete your personal informa�on. To submit such a

request, please contact us in accordance with the “Contact us” sec�on below.

Addi�onally, we note that we are processing your informa�on in order to fulfill contracts (transac�ons)
we might have with you, or otherwise to pursue our legi�mate business interests listed above. Please
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note that your Personal Informa�on might be transferred to and processed in countries outside of your
jurisdic�on. Your consent to this privacy policy followed by your submission of such informa�on
represents your agreement to such transfer.

GENERAL DATA PROTECTION REGULATIONS (GDPR)

The General Data Protec�on Regula�ons (GDPR) apply to organiza�ons who process data in the EU as
well as organiza�ons that offer goods or services to or monitors the behavior of the people inside the
EU. The GDPR applies to all informa�on that can directly or indirectly influence an individual.

We prepared ourself for the General Data Protec�on Regula�ons by providing a transparent overview of
our use of the personal informa�on that we have collected, and details on how you can exercise your
privacy rights.

European Union Residents have the following rights:

You will have the right to withdraw your consent to process your personal informa�on.

You have a right to request us to provide you with a copy of your personal informa�on held by us. This
informa�on will be provided without undue delay subject to some fee associated with gathering of the
informa�on (as permi�ed by law), unless such provision adversely affects the rights and freedoms of
others.

You have the right to request us to update any of your personal informa�on that you believe incorrect
or inaccurate.

You have the right to request erasure of your personal informa�on that:

is no longer necessary in rela�on to the purposes for which it was collected or otherwise processed;

was collected in rela�on to processing that you previously consented, but later withdraw such consent;
or

was collected in rela�on to processing ac�vi�es to which you object, and there are no overriding
legi�mate grounds for our processing.

If we process your personal informa�on based on a contract with you or based on your consent, or the
processing is carried out by automated means, you may request to receive your personal informa�on in
a structured, commonly used and machine-readable format, and to have us transfer your personal
informa�on directly to another “controller”, where technically feasible, unless exercise of this right
adversely affects the rights and freedoms of others.

A “controller” Is a natural or legal person, public authority, agency, or other body which, alone or jointly
with others, determines the purposes and means of the processing of your personal informa�on.

You have the right to restrict or object to us processing your personal informa�on where one of the
following applies:

You contest the accuracy of your personal informa�on that we processed. In such instances, we will
restrict processing during the period necessary for us to verify the accuracy of your personal
informa�on.

The processing is unlawful, and you oppose the erasure of your personal informa�on and request the
restric�on of its use instead.



We no longer need your personal informa�on for the purposes of the processing, but it is required by
you to establish, exercise or defense of legal claims.

You have objected to processing, pending the verifica�on.

Restricted Personal Informa�on shall only be processed with your consent or for the establishment,
exercise, or defense of legal claims or for the protec�on of the rights of another natural or legal person
or for reasons of important public interest. We will inform you if the restric�on is li�ed.

We will communicate any rec�fica�on or erasure of your personal informa�on or restric�on of
processing to each recipient to whom your personal informa�on has been disclosed, unless this proves
impossible or involves dispropor�onate effort. We will inform you about those recipients if you request
this informa�on.

Where the processing of your personal informa�on is based on consent, contract, or legi�mate interests
you may restrict or object, at any �me, to the processing of your personal informa�on as permi�ed by
applicable law. We can con�nue to process your personal informa�on if it is necessary for the defense of
legal claims, or for any other excep�ons permi�ed by applicable law.

You have the right not to be subject to a decision based solely on automated processing of your
personal informa�on, including profiling, which produces legal or similarly significant effects on you,
save for the excep�ons applicable under relevant data protec�on laws.

If you believe that we have infringed your rights, we kindly request that you contact prior to lodging a
complaint with the relevant authori�es so that we may a�empt to resolve the dispute. Please contact us
at support@oone.world.

DATA RETENTION

Your Personal Informa�on will be retained for the period necessary to fulfill the purposes outlined in
this privacy policy unless a longer reten�on period is required or permi�ed for legal, audi�ng, or
compliance purposes.

COOKIES

We use cookies to dis�nguish you from other users, to personalize content and ads, to provide social
media features and to analyze our traffic to obtain certain informa�on about your usage and behavior. A
cookie is a small file of le�ers and numbers that we put on your computer when you use the Apps or
Website(s). This helps us to provide you with a be�er experience when you use the Apps or browse the
Sweat Founda�on Website(s) and also allows us to improve the Services. We will use both persistent
cookies, which could remain on your device un�l their expira�on (which, in some cases, is up to 10
years), and session cookies, which are temporary files removed from your device once your browser is
closed.

The types of cookies we may use include:

1. Analy�cal/Tracking Cookies

We implemented cookies and other technologies used for analy�cs to help collect data that allows our
services to understand how you interact with a par�cular service. These insights allow us to both
improve content and build be�er features that enhance your experience. These cookies are used by
third-party service providers to analyze how our sites are used and how they are performing. These
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tools use programming code to collect info about your interac�ons and do not store any personal
iden�fiable informa�on.

List of partners

We use cookies from Google Tag Manager, Google Analy�cs, Google Play Store, Google Search Console,
Youtube, Twi�er, Facebook, Instagram, AppsFlyer, Reddit … to obtain web analy�cs and intelligence
about your usage across our websites and applica�ons.

2. Func�onality Cookies

These cookies allow our site to remember choices you make when you visit in order to provide
enhanced, personalized features to you [like the language preference and region you are located in].

3. Adver�sing and Retarge�ng Cookies

These cookies save informa�on from your browsing history in order to record your interest and your
browsing path on our website. We may use adver�sing and targe�ng cookies for retarge�ng which
enables our adver�sing partners to target ads to you on other websites, based on your visit to our site.
Without these cookies, online adver�sement you encounter will be less relevant to you and your
interests. You can contact our Data Protec�on Officer by emailing support@oone.world.

CHANGES TO THIS PRIVACY POLICY

We reserve the right to update this privacy policy from �me to �me in order to reflect, for example,
changes to our prac�ces or for other opera�onal, legal or regulatory reasons. You are advised to review
this privacy policy periodically for any changes. Changes to this privacy policy are effec�ve when they
are posted on this page. Your use of the Site or the App following these changes means that you accept
the revised privacy policy.

CONTACT US

For more informa�on about our privacy prac�ces, if you have ques�ons, or if you would like to make a
complaint, please contact us by email at support@oone.world. Please note that email communica�ons
are not always secure, so please do not include unnecessary sensi�ve informa�on in any emails.

If you would like your informa�on to not be disclosed to third par�es in accordance with this privacy
policy, please contact us by email at support@oone.world with the subject “Don’t disclose my
informa�on:(username)”. We will take the necessary measures to stop such disclosure of your Personal
Informa�on. Please note that we may con�nue to share your informa�on with our affiliates, service
providers, for essen�al purposes described above and other such circumstances.

If you would like access to your personal informa�on, please contact us by email at
support@oone.world with the subject “Access:(username)”. We will take the necessary measures to
stop such disclosure of your Personal Informa�on.

If you would like your personal informa�on updated, please contact us by email at support@oone.world
with the subject “Update:(username)”.

If you would like your personal informa�on deleted, please contact us by email at support@oone.world
with the subject “Delete:(username)”.
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If you are a parent or guardian and you are aware that your children have provided us with Personal
Informa�on, please contact us by email at support@oone.world with the subject “ChildID:(username)”.

We will take the necessary measures to delete aforemen�oned Personal Informa�on.

If you have reason to believe that your interac�on with us is no longer secure, please contact us by
email at support@oone.world with the subject “Security:(issue)”.

This Privacy Policy was last updated on January 20th, 2024.
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